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| ABSTRACT | Providing data security is becoming a top priority for people as everything around us now connected over large interconnected networks that are vulnerable to attacks. VPN tunneling provides safer passage of this data over remote network to the users by setting up a connection between the host and encrypting the data. Hence a safer network is provided to be used by the hosts for their respective transcations/conversations. | | | |